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Disclaimer

The materials, presentations and discussions during this meeting contain forviao#ting statements within the meaning of the B. Private Securities Litigation
Reform Act of 1995. These statements can be ident i f iramlariefgerencels ® the feturenExaniples
of such forwardlooking statements may include, but are not limited to, statements we make about our plans and goals regarditigeatication, risk and fraud, the
effect of developments in regulatory environment, and other developments in electronic payments.

By their nature, forwardooking statements: (ispeak only as of the date they are made, @)e neither statements of histaral fact nor guarantees of future
performance and (iiijare subject to risks, uncertainties, assumptions and changes in circumstances that are difficult totpyedigantify. Therefore, actual results
could differ materially and adversely from those forwatdoking statements because of a variety of factors, including the faliiog:

A the impact of regulation, including its effect on issuer and retailer practices and product categories, and the adoptioimd&sand related laws and
regulations elsewhere;

A developments in current or future disputes

A macroeconomic and industry factors such as: global economic, political, health and other conditions; competitive pressungstomer pricing and in
the payments industry generally; material changes in our customers' performance compared to our estimates; and disinterroediatn the payments
value stream through government actions or bilateral agreements;

A systemic developments, such as: disruption of our transaction processing systems or the inability to process transacim@stlgffaccount data
breaches involving card data stored by us or third parties; increased fraudulent and other illegal activity involving ais;aiture to maintain
interoperability between our and Visa Europe's authorization and clearing and settlement systems; loss of organizatioriveffess or key employees;
and

A the other factors discussed under the heading "Risk Factors" herein and in our most recent Annual Report on Fdfrarid our mest recent Quarterly
Reports on Form 1@®.

Youshould not place undue reliance on such statements. Unless required to do so by law, we do not intend to update or revidemvard-looking statement,
because of new information or future developments or otherwise
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Disclaimer

The information, recommendations or Obest practicesod pasesonyandshduldh er e
not be relied upon for operational, marketing, legal, technical, tax, financial or other advice. When implementing any nategst or practice, you should
consult with your legal counsel to determine what laws and regulations may apply to your specific circumstances. The astsakavings and benefits of
any recommendations, programs or Obest practices6 may vBythgirnatmes ed u|
recommendations are not guarantees of future performance or results and are subject to risks, uncertainties and assumptbaset difficult to predict

or quantify. Assumptions were made by us in light of our experience and our perceptions of historical trends, current morsdind expected future
developments and other factors that we believe are appropriate under the circumstance.

Recommendations are subject to risks and uncertainties, which may cause actual and future results and trends to diffealpdtern the assumptions or
recommendations. Visa is not responsible for your use of the information contained herein (including errors, omissiongjre@cor norttimeliness of
any kind) or any assumptions or conclusions you might draw from its use. Visa makes no warranty, express or implied, acithedisclaims the
warranties of merchantability and fitness for a particular purpose, any warranty of-mdringement of any third party's intefictual property rights, any
warranty that the information will meet the requirements of a client, or any warranty that the information is updated aridbavérror free. To the extent
permitted by applicable law, Visa shall not be liable to a client or any third party for any damages under any theory oifewgling, without limitation,
any special, consequential, incidental or punitive damages, nor any damages for loss of business profits, business iotertoggi of business
information, or other monetary loss, even if advised of the possibility of such damages.
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Day 1 0 General Session
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Event VISA SECURITY
S u m m ary TSHIIJMEE[?GIELI—E;’CMG A CONNECTED WORLD

AMore than 350 Visa clients, merchants, processors, agents and event Sponsors
attended the two-day conference

A31lindustryexpert panelists and speakerscluding:
o JimMcCarthy, Executive Vice Presideasftinnovation and Strategic Partnerships,
Visa
o0 Margaret Reid, Senior Vice President of Risk Services, Visa
o Wayne Best, Senior Vice President and Chief Economist, Visa
ANine sponsor organizations

{GlontolCase  FREEDOMPAY _Furune»% VirtuCrypt ) Kroll. EISA

Compliance as a Service gl ER e Payment Security

Ofefemelant  sisafeBreach  securityMETRICS VISA

All brand names and logos are the property of their owners and are used in this Visa Public 5
presentation for identification purposes only, and do not imply product endorsement.



2017 Visa Security Symposium
The Future is Digital 0 Securing A Connected World

AGroundbreaking change is underway in the
payments ecosystem

ANew players and technologies rapidly
expanding offerings in the payment space

AData is at the core of security and risk 010070100010
management solutions 0110711100010101

APayments business is based on consumer
trust

Alnnovation and collaboration are the key to securing a connected world
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Opportunity Through New Inflection Points

Visa Executive Keynote Address

AVisa has been innovating payments since the 1950s

AThe Internet of Thingsl¢T) and the integration of payments will continue to
fuel payments innovation

AVi sads obj edtsikwe tihse tionndveat i on pr C
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—| Physical POS '/ Flows dee i, eCommerce T  Experiences
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A Hacker ds Pe

SamyKamkar Renowned hacker best know
for creating theMySpaceworm o the fastest
spreading virus of all time

Review of opensource software, hardware and payment systems highlighting
insecurities and privacy implications of technology

The hackers perspectiveo | t i s easier to attack

Top threats: Social engineering, stolen databases, and misconfigured or
unpatched software

oMost effective way to protect an
user accessao
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Managing Risk in a Digital Environment

Panel discussion exploring the future of risk management
and consumer authentication in the evolving digital world

APanel participants from Visaite Group, Microsoft and Google
AExamples of advances in digital authentication

AReview of the balance between data analysis, artificial intelligence and
consumer privacy
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The Regulatory Landscape

Panel discussion reviewing regulatory and legislative activity

related to cyber security and payments

APanel participants from Visa, Payment Card
Industry Security Standards Council, National
Institute of Standards and Technology and the
U.S. Secret Service

AOutline of how public/government and private
sector organizations are working together on
payment security

AReview of the role information sharing may play in
the future of cyber security

Visa Public
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Payments: A Different Perspective

Panel discussion outlining the unigue perspectives women
bring to payment security and risk management

ARepresentatives from Visa, Women in Security and Privacy and Global
Payments

APersonal success stories from panelists and their own ongoing efforts to
promote diversity and inclusion within their organizations

AOpportunities for Omentoro relatio
security and risk management
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Disrupting the Disrupters

Cyber Threats, Compromise Trends and Mitigation through

Innovation

AReview of compromise trends

: ) SRIPLT S
APayment compromise case studies T T0Ox21 ;.ll:;;ew
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Redefining Electronic Payments

Panel discussion on the ever-evolving payments acceptance
model and managing risk in the age of innovation

APanel participants from Visa,
WePay Square andverifone

ADefining how technology
Innovation can expand
electronic payment
acceptance

Aldeas for the next big change
In electronic payments
acceptance

VISA

Tokenization

Visa Public
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Day 2 0 General Session and Breakouts

VISA

Visa Public




3D-Secure 2.0

Review of fraud trends, history of 3 -D Secure and highlights
of Version 2.0 and Visaob0s r oa

A Card Not Present volume and fraud are growing
A 3D-Secure improves consumer authentication in an online environment

A 3D-Secure 2.0 provides enhanced data and frictionless shopping experience for the consumer

Mid 2019

October 2016 2017 1t Half 2018 2nd Half 2018 April 2019 & beyond

3-D Secure 2.0 3-D Secure

Specification vendors test Early Continued Mass

released by with EMVCo adoption roll out

adoption
EMVCo and Visa

Available at

Merchants and issuers begin Issuer fraud liability extends to merchant-
deploying 3-D Secure 2.0 attempted 3-D Secure 2.0 transactions
(i.e. when merchant requests authentication
Visa's 3-D Secure 2.0  Merchants and issuers but issuer does not support 3-D Secure 2.0)
Implementation consult 3-D Secure
Guides released for vendors for product
merchants and issuers availability
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Breakout Session | d Acquirer/Merchant Track

Full review of Global Brand Protection program objectives
and details for identifying and mitigating fraud schemes

AGlobal Brand Protection
reviewed the team0s missi on

and objectives

AOutline of top focus areas to
aide acquirers in identification
of brand protection violations

AHighlight of mitigating controls
and stakeholder resources

Visa Public 16



